
* Name_ _____________________________________________________ 		 Certifications____________________________________

* Employer____________________________________________________ 	 *	Email_ ________________________________________

Job Title_ ___________________________________________________ 	 *	Preferred phone number for receiving calls: (choose one)

* Preferred address for receiving mailing (choose one):   n  Home   n  Professional  n  Home   n  Mobile   n  Professional

* Address 1_ __________________________________________________ 	 *	Phone_________________________________________

Address 2_ __________________________________________________ 		  Fax _ _________________________________________

* City ________________________________ State/Province ____________ 	 *	Country ____________ * Zip/Postal Code_ _____________

In order to obtain personal information and account access over the phone, ISSA Member services will ask your provided security question.

* Security Question:______________________________________________ 	 *	Security Answer: _________________________________

* Only Online Journal:   n  Yes   n  No    Annual general membership dues of $95 per year include $28 for a one-year subscription to the ISSA Journal.

ISSA Code of Ethics
The primary goal of the Information Systems Security Association, Inc. (ISSA) is to promote practices that 
will ensure the confidentiality, integrity, and availability of organizational information resources. To achieve 
this goal, members of the Association must reflect the highest standards of ethical conduct. Therefore, ISSA 
has established the following Code of Ethics and requires its observance as a prerequisite for continued 
membership and affiliation with the Association. As an applicant for membership and as a member of ISSA, I 
have in the past and will in the future: 
•	 Perform all professional activities and duties in accordance with all applicable laws and the highest 

ethical principles; 
•	 Promote generally accepted information security current best practices and standards; 
•	 Maintain appropriate confidentiality of proprietary or otherwise sensitive information encountered in the 

course of professional activities; 
•	 Discharge professional responsibilities with diligence and honesty; 
•	 Refrain from any activities which might constitute a conflict of interest or otherwise damage the 

reputation of employers, the information security profession, or the Association; and 
•	 Not intentionally injure or impugn the professional reputation of practice of colleagues, clients, or 

employers. 

Signature __________________________________________  Date_ ______________

To enable us to better serve your needs, please complete the following 
information:

Your Industry  (Select only ONE number from  below and enter here) _______________________________ 

A. Advertising/Marketing J. Engineering/Construction/Architecture 	 S. Manufacturing/Chemical 
B. Aerospace	 K. Financial/Banking/Accounting T. Medicine/Healthcare/Pharm. 
C. Communications L. Government/Military U. Real Estate
D. Computer Services M. Hospitality/Entertainment/Travel V. Retail/Wholesale/Distribution 
E. Security N. Information Technologies W. Transportation/Automobiles 
F. Consulting O. Insurance X. Energy/Utility/Gas/Electric/Water 
G. Education	 P. Internet/ISP/Web 

Y. Other ___________________ H. Computer Tech-hard/software 	 Q. Media/Publishing 
I. Electronics R. Legal 

Your Primary Job Title  (Select only ONE number from  below and enter here) _________________________ 
1. Corporate Manager/CIO/CSO/CISO 9. Operations Manager	 17. Engineer 
2. IS Manager/Director	 10. Operations Specialist	 18. Auditor 
3. Database Manager, DBA	 11. LAN/Network Manager 19. President/Owner/Partner 
4. Database Specialist, Data Administrator	 12. LAN/Network Specialist 21. Financial Manager 
5. Application Manager	 13. Security Specialist 22. Administrator 
6. Applications Specialist	 14. Contingency Planner 23. Educator 
7. Systems/Tech Support Manager	 15. Sales/Marketing Specialist 

24. Other________________
8. Systems Programmer/Tech Support	 16. Independent Consultant 

Your Areas of Expertise   (List all that apply) ______________________________________
A. Security Mgmt Practices E. Security Architecture I. Operations Security 
B. Business Continuity/Disaster Recovery 	 F.  Applications/Systems Development 	 J.  Physical Security 
C Network Security 	 G. Law/Investigations/Ethics 	 K. Telecommunications Security 
D. Access Control Systems/Methods H. Encryption L. Computer Forensics 

ISSA Membership Application
Return completed form with payment.  * Required Entries

ISSA Member Application 01/15

Membership Fees
Membership Categories (descriptions on back)

General Membership: $95 (USD) plus chapter dues 
2-Year: $185 (USD); 3-Year: $275 (USD); 5-Year: $440 (USD)

Government Organizational: $90 (USD) plus chapter dues

Student Membership: $30 (USD) plus chapter dues

CISO Executive Membership: $995 (USD) plus chapter dues

*Membership Category________________________________
(See above) 

*Chapter(s)________________________________________
(Required within 50 miles of local chapter - list on reverse) 

Referring Member & Chapter_ __________________________

ISSA Member Dues (on reverse) $________________

Chapter Dues x Years of Membership 	 $________________
    (on reverse)

Additional Chapter Dues 	 $________________
(if joining multiple chapters - optional) 

Total Membership Dues $________________

ISSA Foundation Donation $________________
A tax-deductible contribution, as allowed by US tax code, can be 
made in addition to your ISSA Membership Payment. For more infor-
mation on the foundation and its programs, visit  www.issaef.org.

Total (dues + ISSA Foundation) $________________

You may fill out the form and submit it electronically as an email 
attachment. You will need an email account to send it. 

Submit by EMAIL to: member@issa.org

ISSA Privacy Statement: The ISSA privacy statement is included in the Organization Manual, and is provided for your review at www.issa.org/?PrivacyNotice.

Print out and mail or fax form to: 
ISSA Headquarters 

12100 Sunset Hills Road, Suite 130, Reston, VA 20190

Fax +1 (703) 435-4390
Phone +1 (866) 349-5818 • www.issa.org

www.ISSAEF.org



ISSA Chapters & Annual Dues  Changes/additions – visit our website – www.issa.org

Credit Card Information
Choose one:   n  Visa  n  MasterCard  n  American Express 

Card # ___________________________________ Exp. Date_ ____________

Signature ________________________________ CVV code______________

Membership Categories and Annual Dues
General Membership: $95 (USD) plus chapter dues

Professionals who have as their primary responsibility information systems security in the private 
or public sector, or professionals who supply information systems security consulting services to 
the private or public sector; or IS Auditors, or IS professionals who have as one of their primary 
responsibilities information systems security in the private or public sector; Educators, attorneys 
and law enforcement officers having a vested interest in information security; or Professionals with 
primary responsibility for marketing or supplying security equipment or products. Multi-year mem-
berships for General Members, are as follows (plus chapter dues each year): 2-Year: $185; 3-Year: 
$275; 5-Year: $440.

Government Organizational: $90 (USD) plus chapter dues 
This membership offers government agencies the opportunity to purchase membership for an em-
ployee. This membership category belongs to the employer and can be transferred as reassign-
ments occur. When an employee is assigned to this membership, he or she has all of the rights and 
privileges of a General Member.

Student Membership: $30 (USD) plus chapter dues
Student members are full-time students in an accredited institution of higher learning. This mem-
bership class carries the same privileges as that of a General Member except that Student Members 
may not vote on Association matters or hold an office on the ISSA International Board. There is no 
restriction against students forming a student chapter.

CISO Executive Membership: $995 (USD) plus chapter dues
The role of information security executives continues to be defined and redefined as the integration 
of business and technology evolves. While these new positions gain more authority and respon-
sibility, peers must form a collaborative environment to foster knowledge and influence that will 
help shape the profession. ISSA recognizes this need and has created the exclusive CISO Execu-
tive Membership program to give executives an environment to achieve mutual success. For more 
information about CISO Executive Membership and required membership criteria, please visit the 
CISO website – http://ciso.issa.org.

Please check the following:
Where would you place yourself in your career lifecycle? 
 n  Executive: CISO, senior scientist, principal or highest level in respective field
 n  Senior: department manager or 7+ years in respective field
 n  Mid-Career: 5-7 years with an identified field of security specialty
 n  Entry Level: 1-5 years, generalist
 n  Pre-Professional: Student or newcomer exploring the field

The most important aspects of my membership for the current membership 
term are:
 n  Build or maintain professional relationships with peers
 n  Keep up on developments and solutions in cybersecurity, risk or privacy
 n  Establish a professional development strategy to achieve my individual career goals
 n  Increase my personal visibility and stature within the profession
 n  Share my knowledge and expertise to advance the field
 n  Develop the next generation of cybersecurity professionals
 n  Earn CPEs/CPUs to maintain certifications or credentials
 n  Access to products, resources and learning opportunities to enhance job performance
 n  Problem solving or unbiased recommendations for products and services from peers
 n  Gain leadership experience
 n  All   n  None

Most challenging information security issue?
 n  Governance, risk and compliance
 n  Securing the mobile workforce and addressing consumerization
 n  Data protection	  n  Application security
 n  Security and third party vendors	  n  Security awareness
 n  Threat updates	  n  Legal and regulatory trends
 n  Endpoint security	  n  Incident response   
 n  Strategy and architecture
 n  All    n  None

Which business skills would be most valuable for your professional growth?
 n  Presenting the business case for information security
 n  Psychology behind effective security awareness training
 n  Budgeting and financial management	  n  Business forecasting and planning
 n  Management and supervisory skills	  n  Legal knowledge
 n  Presentation skills	  n  Negotiation skills
 n  Written and verbal communications
 n  All   n  None

At-Large	..............................25

Asia Pacific
Chennai..................................0	

Hong	Kong	..............................0	

...Philippines	. .......................20		
Singapore............................10	
Sri	Lanka	.............................10	
Sydney	..................................0	
Tokyo	..................................30	
Victorian................................0	
Europe, Middle East 
& Africa

Brussels	European	..............40	
Egypt	.....................................0	

................................France	. 00	

Irish................................155	
Israel	.....................................0	
Italy		.....................................65	
Netherlands	.........................30	
Nordic	...................................0	
Poland...................................0	
Romania	................................0	

Saudi	Arabia..........................0	
Germany..............................30	
Spain...................................60	
Switzerland..........................80	
Turkey	.................................30	
UK	 	.......................................0	

Latin America
Argentina...............................0	
Barbados	.............................25	

Brasil.....................................5	
Chile	...................................30	
Colombia	..............................5
Ecuador	.................................0	
Lima,	Perú.............................5	
Puerto	Rico	.........................35
Uruguay	................................0	
North America
Alamo..................................20	
Alberta.................................25	
Amarillo	..............................25	
ArkLaTex	...............................0	
Baltimore.............................20	
Baton	Rouge........................25	
Blue	Ridge...........................25	

..................................Boise	. 25	
Buffalo	Niagara....................25	
Capitol	Of	Texas	..................35	

...................Central	Alabama	. 0	
Central	Florida	....................25	
Central	Indiana	....................25	
Central	New	York...................0	
Central	Ohio	........................20	
Central	Pennsylvania...........20	
Central	Plains......................30	
Central	Virginia	...................25
Charleston...........................25	
Charlotte	Metro	...................30	
Chicago...............................30	
Colorado	Springs	................25	
Connecticut	.........................20	
Dayton.................................25	
Delaware	Valley	...................20	
Denver.................................25	
Des	Moines	.........................30	
East Tennessee..................15
Eastern	Idaho	........................0	
Eastern	Iowa	..........................0	
Fort	Worth	...........................20	
Grand	Rapids	........................0	
Greater	Augusta...................25	

Greater	Cincinnati	...............10	
.................Greater	Spokane	. 20	

Hampton	Roads...................30	
Hawaii	.................................20	
Inland	Empire	......................20	

........................Kansas	City	. 20	
Kentuckiana.........................35
Kern	County	........................25	
Lansing	...............................20	
Las	Vegas	............................30	
Los	Angeles	........................30	

.............................Madison	. 15	
Mankato	..............................20	
Melbourne,	FL.....................25	

............................Memphis	. 30	
Metro	Atlanta.......................30	
Middle	Tennessee	...............35	
Milwaukee	...........................30	
Minnesota	...........................20
Montana	..............................25	
Montreal................................0	
Motor	City	...........................25	
Mountaineer	........................25	
National	Capital...................25	
New	England	.......................20	
New	Hampshire	...................20	

New	Jersey	..........................20	
New	York	Metro...................55	
North	Alabama	....................15	
North	Dakota	.......................25	

North	Texas........................20
Northeast	Florida.................30	
Northeast	Indiana	................10	
Northeast	Ohio	....................20	
Northern	New	Mexico..........20	
Northern	Virginia.................25	
Northwest	Arkansas.............15	
Oklahoma	............................30	
Oklahoma	City.....................25	
Omaha...................................0	
Orange	County	....................20	
Ottawa	.................................10	
Palouse	Area	.......................30	
Phoenix	...............................30	
Pittsburgh	...........................30	
Portland	..............................30	
Puget	Sound	.......................20	
Quebec	City...........................0	
Rainier.................................20	
Raleigh	................................25	
Rochester	............................15	
Sacramento	Valley	...............20	

San	Diego	...........................30	
San	Francisco	.....................20	
SC	Midlands	.......................25	
Silicon	Valley	......................30
South	Bend,	IN	(Michiana)	....25	

South	Florida	......................20	
South	Texas	.........................30	
Southeast	Arizona	...............20	
Southern	Indiana	.................20	
Southern	Maine...................20	
Southern	Tier	of	NY	...............0	
St.	Louis..............................20	
Tampa	Bay	...........................20	
Tech	Valley	Of	New	York	......35	
Texas	Gulf	Coast	.................30	
Toronto	................................20	
Tri-Cities	.............................20	
Triad	of	NC	..........................25	
Tucson,	AZ	..........................10	
Upstate	SC	............................0	
Utah	....................................15	
Vancouver	...........................20	
Ventura,	CA	.........................30
Yorktown	.............................30
West Texas	.........................30	

North	Oakland	.....................25	
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Dehradun................................0	

Kazakhstan..............................0	

Bahrain...................................0	

Ukraine..................................0	

Bolivia...................................0	

Iran........................................0	
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